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KSZTAETOWANIE SIE STATUSU PRAWNEGO
INSPEKTORA OCHRONY DANYCH W POLSCE

Abstrakt

Status prawny inspektora ochrony danych ewoluowat na przestrzeni poszczegdlnych
lat obowigzywania przepiséw o ochronie danych osobowych. Artykut omawia,

w jaki sposob sie on ksztattowat i zmieniat od wprowadzenia funkcji administratora
bezpieczenstwa informacji w przepisach prawa polskiego az po wprowadzenie
bezposrednio obowigzujgcych na szczeblu unijnym przepiséw RODO regulujgcych
status prawny inspektora ochrony danych. Od 2018 roku kwestie dotyczace ochrony
danych osobowych sg bowiem gtéwnie regulowane przez prawo unijne.

Artykut omawia kwestie dotyczace powotania, zadan oraz innych wymogdw majacych
na celu zapewnienie prawidtowego ich wykonywania przez osoby petnigce te funkcje.
Za hipoteze badawczg przyjeto zatozenie, ze status prawny inspektora ochrony danych
ewoluowat w czasie, a jego status obecnie ma charakter mieszany (wewnetrzno-
-zewnetrzny). Artykut przedstawia istotne wytyczne w zakresie wyktadni przepisow
prawa dotyczacych ochrony danych osobowych w omawianym zakresie oraz dobre
praktyki w zakresie stosowania przepiséw prawa w praktyce.

W artykule wykorzystano metody dogmatycznoprawna i historycznoprawna

oraz metode analizy orzecznictwa, decyzji organu nadzorczego oraz wytycznych i opinii
wydawanych przez organy zajmujace sie ochrong danych osobowych w Polsce i w Unii
Europejskiej, ktdére miaty na celu weryfikacje hipotezy badawczej przedstawionej
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w artykule. Artykut ma istotne znaczenie dla prawidtowego okreslenia statusu prawnego
inspektora ochrony danych, co wptywa na interesy os6b wykonujacych ten zawdd, ale
takze ma wptyw na realizacje obowigzkéw natozonych na administratoréow danych
osobowych oraz podmioty przetwarzajace, ktore zatrudniaja takie osoby.

Stowa kluczowe: dane osobowe, inspektor ochrony danych osobowych, status prawny,
ochrona danych osobowych

THE DEVELOPMENT OF THE LEGAL STATUS
OF THE DATA PROTECTION OFFICER IN POLAND

Abstract

The legal status of the Data Protection Officer has evolved since the introduction

of personal data protection regulations. This article discusses how this role has
developed and changed since the introduction of the Information Security Administrator
function in Polish law, up to the introduction of the directly applicable GDPR regulations
governing the legal status of the Data Protection Officer. Since 2018, issues relating

to personal data protection have been mainly regulated by EU law.

The article discusses issues related to the appointment, tasks and other requirements
aimed at ensuring the proper performance of their tasks by persons holding this
position. The research hypothesis assumes that the legal status of the Data Protection
Officer has evolved over time and is currently of a mixed nature (internal-external).

It presents important guidelines for interpreting legal provisions concerning

the protection of personal data in the discussed area, as well as good practices

for applying legal provisions in practice.

The article employs dogmatic-legal, historical-legal and case law analysis methods,
as well as analysing decisions made by supervisory authorities, and guidelines

and opinions issued by bodies responsible for personal data protection in Poland
and the European Union. These methods were employed to verify the research
hypothesis presented in the article. This article is of significant importance

in determining the legal status of Data Protection Officers, affecting the interests

of those in this profession and the fulfilment of obligations imposed on Personal Data
Controllers and Processors who employ them.

Keywords: personal data, Data Protection Officer, legal status, personal data protection
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1. Wprowadzenie

Artykut ma na celu zaprezentowanie, jak ksztattowat sie status prawny inspektora
ochrony danych w Polsce. Jest to istotne z tego wzgledu, ze podlegat on zmianom
na przestrzeni lat w kontekscie regulacji prawnych o ochronie danych osobowych.
Prawidtowe jego okreslenie ma znaczenie dla catej grupy zawodowej, ktora petnita,
petni obecnie lub bedzie w przysztosci petnic taka funkcje w organizacji
przetwarzajacej dane osobowe, a takze dla wszystkich administratoréw danych
osobowych i podmiotéw przetwarzajacych zatrudniajacych takie osoby w swoich
organizacjach.

W artykule postawiono teze, ze status prawny inspektora ochrony danych ewoluowat
w czasie, a obecnie ma charakter mieszany (wewnetrzno-zewnetrzny).

Ponizej zostang poruszone kwestie dotyczace: 1) statusu prawnego administratora
bezpieczenstwa informacji, 2) wprowadzenia przepisow dotyczacych funkcji inspektora
ochrony danych, 3) relacji pomiedzy funkcjg administratora bezpieczenstwa informacji
a inspektora ochrony danych oraz 4) statusu prawnego inspektora ochrony danych

w aktualnie obowiagzujacych przepisach prawa.

W artykule wykorzystano metode dogmatycznoprawna w celu analizy i przedstawienia
przepiséw prawa powszechnie obowigzujgcego dotyczacych ochrony danych
osobowych oraz regulujgcych status prawny administratora bezpieczenstwa
informacji, a nastepnie inspektora ochrony danych. Ponadto zastosowano metode
historycznoprawna, ktéra postuzyta do zaprezentowania, jak na przestrzeni
poszczegblnych lat i obowigzujacych regulacji prawnych zmieniat sie ich status
prawny. Wykorzystano takze metode analizy orzecznictwa i decyzji organéw
nadzorczych, celem wskazania praktyki stosowania prawa w tym zakresie. Dodatkowo
wykorzystano opinie i wytyczne wydawane przez organy nadzorcze, Grupe Robocza
Art. 29 (obecnie: Europejska Rade Ochrony Danych), ktére wyjasniaja szczegbétowe
problemy praktyczne w omawianym zakresie oraz opracowuja dobre praktyki

w zakresie okreslonych kwestii zwigzanych z procesami przetwarzania danych
osobowych.
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2. Wprowadzenie do przepisow prawa funkcji administratora
bezpieczenstwa informacji oraz jego status prawny

W Polsce pierwszym aktem prawnym regulujacym kompleksowo kwestie dotyczace
ochrony danych osobowych byta ustawa z dnia 29 sierpnia 1997 roku o ochronie
danych osobowych'. Stanowita ona implementacje dyrektywy 95/46/WE Parlamentu
Europejskiego i Rady z dnia 24 pazdziernika 1995 roku w sprawie ochrony oséb
fizycznych w zakresie przetwarzania danych osobowych i swobodnego przeptywu tych
danych?. Regulowata ona w szczegdlnosci podstawowe zasady przetwarzania danych
osobowych, prawa podmiotéw danych oraz obowigzki podmiotow przetwarzajacych
dane osobowe, w szczegélnoéci administratora danych osobowych?®.

Jednak dopiero w 2014 roku wprowadzono do tej ustawy przepisy dotyczace
administratora bezpieczenstwa informacji, ktére weszty w zycie od 1 stycznia

2015 roku®. Ustawa okreélita przede wszystkim zadania, jakie powinny by¢
wykonywane przez administratora bezpieczenstwa informacji. Przede wszystkim miat
on zapewnié przestrzeganie przepisow o ochronie danych osobowych w organizacji,
w szczegdlnosci poprzez: 1) sprawdzanie zgodnosci przetwarzania danych osobowych
z przepisami o ochronie danych osobowych oraz opracowanie w tym zakresie
sprawozdania dla administratora danych osobowych, 2) nadzorowanie opracowania

i aktualizowania dokumentacji opisujgcej sposdb przetwarzania danych oraz srodki
techniczne i organizacyjne zapewniajace ochrone przetwarzanych danych osobowych
oraz przestrzegania zasad w niej okreslonych, 3) zapewnianie zapoznania oséb
upowaznionych do przetwarzania danych osobowych z przepisami o ochronie danych
osobowych. Ponadto administrator bezpieczenstwa informacji miat obowiagzek
prowadzenia rejestru zbiorow danych przetwarzanych przez administratora danych
osobowych. W takiej sytuacji administrator danych osobowych byt zwolniony

z obowiazku rejestracji zbioréw w organie nadzorczym (czyli u Generalnego Inspektora
Ochrony Danych Osobowych).

Dz.U. 1997 nr 133, poz. 882 i 883, z p6zn. zm.

Dz.U.L 1995 nr 281, poz. 31.

M. Odlanicka-Poczobutt, A. Szyszka-Schuppik, Bezpieczernstwo danych osobowych w swietle
nowych przepiséw (RODO) - przeglqd historyczny, ,Zeszyty Naukowe Politechniki Slaskiej”
2018, z. 118, s. 421.

Ustawa z dnia 7 listopada 2014 r. o utatwieniu wykonywania dziatalnosci gospodarczej
(Dz.U. 2014, poz. 1662).
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Szczegotowe kwestie dotyczace trybu i sposobu realizacji zadan przez administratora
bezpieczenstwa informacji okreslato rozporzadzenie Ministra Administracji i Cyfryzacji
z dnia 11 maja 2015 roku w sprawie trybu i sposobu realizacji zadan w celu zapewniania
przestrzegania przepisdw o ochronie danych osobowych przez administratora
bezpieczeristwa informacji®.

Ustanowienie tej funkcji w organizacji byto fakultatywne dla administratoréw danych
osobowych. To znaczy, ze mogli powotaé w swojej organizacji osobe petniagca taka
funkcje, ale nie musieli tego robi¢. Co jednak istotne, w przypadku niepowotania
administratora bezpieczenstwa informacji zadania okres$lone powyzej, z wytaczeniem
obowigzku sporzadzania sprawozdania, miat wykonywac samodzielnie administrator
danych osobowych®. Co za tym idzie, administrator bezpieczeristwa informacji byt
podmiotem, na ktory miat by¢ przetozony ciezar wykonywania obowigzkdw cigzacych
na administratorze danych osobowych. Dlatego tez postulowano, aby administratorzy
danych osobowych, ktérzy nie posiadali odpowiedniej wiedzy i kompetencji w zakresie
ochrony danych osobowych, powotywali lub zatrudniali osobe, ktdra sie tym
odpowiednio zajmie, a wiec administratora bezpieczeristwa informacji’.

W przypadku powotania administratora bezpieczenstwa informacji konieczne byto

jego zgtoszenie do Generalnego Inspektora Ochrony Danych Osobowych®. Wzory
zgtoszen regulowaty przepisy rozporzadzenia Ministra Administracji i Cyfryzacji z dnia
10 grudnia 2014 roku w sprawie wzoréw zgtoszen powotania i odwotania administratora
bezpieczeristwa informacji®.

Dz.U. 2015, poz. 745, z pdzn. zm.

P. Fajgielski, Pozycja prawna i zadania administratora bezpieczerstwa informacji po nowelizacji
ustawy o ochronie danych osobowych, ,Monitor Prawniczy” 2015, dodatek do nr 6, s. 3. Zob.
szerzej: M. Byczkowski, Zapewnianie przestrzegania przepiséw o ochronie danych osobowych
w sferze wewnetrznej bez powotania administratora bezpieczenstwa informacji, ,Monitor
Prawniczy” 2015, dodatek do nr 6, s. 8-12.

K. Wygoda, Powotywanie Administratora Bezpieczeristwa Informacji jako zasada bezpiecznego
przetwarzania danych na gruncie ustawy o ochronie danych osobowych, ,,Przeglad Prawa

i Administracji” 2015, nr 100, s. 338-339.

Zob. szerzej: G. Sibiga, Rejestracja administratoréw bezpieczernstwa informacji. Postepowanie
rejestracyjne Generalnego Inspektora Ochrony Danych Osobowych, ,Monitor Prawniczy” 2015,
dodatek donr6,s. 13-19.

Dz.U. 2014, poz. 1934, z pdzn. zm.
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Przepisy prawa okreslaty rowniez wymagane kwalifikacje osoby na tym stanowisku.
Byty to: 1) posiadanie petnej zdolnosci do czynnosci prawnych oraz korzystanie z petni
praw publicznych, 2) posiadanie odpowiedniej wiedzy w zakresie ochrony danych
osobowych oraz 3) niekaralnos¢ za umyslne przestepstwo (art. 36a ust. 4).

Administrator danych osobowych miat obowiagzek zapewnic prawidtowe
wykonywanie funkcji przez administratora bezpieczenstwa informacji. Przede
wszystkim administrator bezpieczenstwa informacji powinien podlegac bezposrednio
kierownikowi jednostki organizacyjnej lub osobie fizycznej bedacej administratorem
danych osobowych, a takze powinien miec zapewnione $rodki i organizacyjna
odrebnoé¢ niezbedna do niezaleznego wykonywania swoich zadan'®.

Wskazuje sie, ze administrator bezpieczenstwa informacji mégt by¢ zatrudniony

W organizacji na podstawie umowy o prace, jak tez stosunku stuzbowego
administracyjnoprawnego'". Mozliwe byto powierzenie mu przez administratora
danych osobowych wykonywania innych obowigzkdw, z zastrzezeniem, ze nie mogto
to naruszac prawidtowego wykonywania zadan w ramach powierzonej funkgji,

ktére miaty niejako pierwszenstwo'?.

3. Wprowadzenie do przepisow prawa funkcji inspektora ochrony danych

Funkcja inspektora ochrony danych zostata wprowadzona przez przepisy
rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia
2016 r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych)'®. Przepisy te
rozpoczety stosowanie od 25 maja 2018 roku.

10
11

R. Szatowski, Administrator bezpieczenstwa informacji, ,,lJus Novum” 2016, nr 4, s. 210.
Zob. szerzej: J. Borowicz, Z problematyki zatrudnienia administratora bezpieczenstwa
informacgji, ,Praca i Zabezpieczenie spoteczne” 2016, nr 12, s. 16-25.

K. Wygoda, Administrator Bezpieczenstwa Informacji a Inspektor Ochrony Danych na tle
regulacji krajowych i unijnych - wybrane zagadnienia, ,,Przeglad Prawa i Administracji”
2016, nr 105, s. 223.

Dz.U. L2016 nr 119, poz. 1, dalej jako: RODO.

12

13
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RODO okreslito jego status prawny, w tym obowigzek powotania w okreslonych
sytuacjach osoby petnigcej taka funkcje w organizacji oraz jej zadania. Kwestie te
regulujg przepisy art. 37-39 RODO.

Z uwagi na to, ze przepisy te - jako przepisy rozporzadzenia unijnego - majg charakter
bezposrednio obowigzujacy we wszystkich panstwach cztonkowskich Unii Europejskiej,
dotychczasowa ustawa o ochronie danych osobowych z 1997 roku zostata zastagpiona
przez ustawe z dnia 10 maja 2018 roku o ochronie danych osobowych'*. Ustawa ta
zmienita niejako swoja funkcje, poniewaz obecnie ma charakter jedynie uzupetniajacy
przepisy RODO. Okres$la kwestie, ktére ustawodawca unijny pozostawit do samodzielnego
uregulowania przez ustawodawcéw poszczegélnych panstw cztonkowskich'®.

Jednoczesnie w przepisach przejsciowych i koncowych w/w ustawy uregulowano
kwestie zwigzane ze statusem prawnym inspektora ochrony danych. Zgodnie z trescig
art. 158 ustawy osoby petnigce w dniu 24 maja 2018 roku (a wiec w przeddzien
rozpoczecia stosowania przepisdw RODO) funkcje administratora bezpieczenstwa
informacji staty sie inspektorem ochrony danych. Miaty petni¢ swoja funkcje

do dnia 1 wrzesnia 2018 roku, chyba ze przed tym dniem administrator danych
osobowych zawiadomit organ nadzorczy, tj. Prezesa Urzedu Ochrony Danych
Osobowych, o wyznaczeniu innej osoby na to stanowisko. Co za tym idzie, doszto

do automatycznego, wynikajgcego z przepisdw prawa, przeksztatcenia funkgji
administratora bezpieczeristwa informacji w funkcje inspektora ochrony danych'.

14
15

T.,j. Dz.U. 2019, poz. 1781.

P. Fajgielski, Komentarz do art. 1, [w:] Komentarz do ustawy o ochronie danych osobowych,
[w:] Ogdlne rozporzgdzenie o ochronie danych. Ustawa o ochronie danych osobowych.
Komentarz, wyd. Il, Warszawa 2022, LEX, t. 3; D. Lubasz, U. Géral, Komentarz do art. 1, [w:]
E. Bielak-Jomaa, I. Bogucka, W. Chomiczewski, P. Drobek, M. Gawronski, K. Kloc, J. tuczak-
-Tarka, P. Punda, N. Zawadzka, M. Zmijewski, D. Lubasz, U. Géral, Ustawa o ochronie danych
osobowych. Komentarz, Warszawa 2019, LEX, t. 1. Zob. szerzej: G. Sibiga, Dopuszczalny
zakres polskich przepiséw o ochronie danych osobowych po rozpoczeciu obowigzywania
ogolnego rozporzgdzenia o ochronie danych - wybrane zagadnienia, [w:] Ogdlne
rozporzqdzenie o ochronie danych. Aktualne problemy prawnej ochrony danych osobowych
2016, red. G. Sibiga, Warszawa 2016, s. 18 i n.; P. Kozik, Zakres swobody regulacyjnej paristw
cztonkowskich przy wdrazaniu ogélnego rozporzqdzenia o ochronie danych osobowych

do prawa krajowego, ,,Europejski Przeglad Sadowy” 2017, nr 5, s. 18-22.

R. Brodzik, Komentarz do art. 158, [w:] Ustawa o ochronie danych osobowych. Komentarz,
red. B. Marcinkowski, Warszawa 2018, LEX, t. 5.

16
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Z zatacznika dotyczacego oceny skutkdw regulacji do projektu ustawy o ochronie
danych osobowych wynika, ze w Polsce w 2018 roku byto 25 357 0séb petnigcych
funkcje administratora bezpieczenstwa informacji”. Wraz z wejSciem w zycie przepisow
RODO liczba ta miata sie zwiekszy¢ z uwagi na wprowadzenie w okreslonych sytuacjach
obowigzku powotania inspektora ochrony danych, o czym bedzie szerzej w dalszej
czedci artykutu'®.

Ponadto wskazano, ze osoby, ktore staty sie inspektorem ochrony danych na podstawie
w/w regulacji, mogty petni¢ swoja funkcje takze po dniu 1 wrzes$nia 2018 roku, jezeli

do tego dnia administrator danych osobowych zawiadomit Prezesa Urzedu Ochrony
Danych Osobowych o ich wyznaczeniu w sposdb okreslony w przepisach ustawy.

Jednoczesnie wskazano, ze osoba petnigca funkcje administratora bezpieczenstwa
informacji mogta zosta¢ odwotana przez administratora danych osobowych

bez zawiadomienia Prezesa Urzedu Ochrony Danych Osobowych o wyznaczeniu
innej osoby na inspektora ochrony danych. Mogto to mie¢ miejsce w przypadku, gdy
administrator danych osobowych nie byt na podstawie przepisow prawa obowigzany
do wyznaczenia inspektora ochrony danych. Natomiast podmioty przetwarzajace
oraz administratorzy danych osobowych, ktdrzy nie mieli powotanego administratora
bezpieczenstwa informacji przed rozpoczeciem stosowania przepiséw RODO, a na ich
podstawie mieli taki obowigzek, musieli to zrobi¢ do dnia 31 lipca 2018 roku.

4. Powotanie inspektora ochrony danych osobowych

W tresci art. 37 ust. 1 RODO przewidziano sytuacje, w ktérych powotanie inspektora
ochrony danych jest obowigzkowe. Dotyczy to nastepujacych sytuacji: 1) przetwarzania
dokonujg organ lub podmiot publiczny, z wyjatkiem saddéw w zakresie sprawowania
przez nie wymiaru sprawiedliwosci, 2) gtéwna dziatalno$¢ administratora danych
osobowych lub podmiotu przetwarzajacego polega na operacjach przetwarzania,

ktére ze wzgledu na swoj charakter, zakres lub cele wymagaja regularnego

7" Ocena skutkéw regulacji do projektu ustawy o ochronie danych osobowych z dnia 27 marca

2018r.,druk 2410, s. 18, https://www.sejm.gov.pl/sejm8.nsf/PrzebiegProc.xsp?nr=2410
(dostep: 15.06.2025).
Ibidem, s. 18-19.
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i systematycznego monitorowania osob, ktorych dane dotycza, na duzg skale lub 3)
gtéwna dziatalnosé administratora danych osobowych lub podmiotu przetwarzajgcego
polega na przetwarzaniu na duza skale szczegdlnych kategorii danych osobowych

lub danych osobowych dotyczacych wyrokdéw skazujgcych i czynéw zabronionych.

Przepisy ustawy z dnia 10 maja 2018 roku o ochronie danych osobowych
doprecyzowuja, jakie organy lub podmioty publiczne s3 zobowigzane do powotania
inspektora ochrony danych. Zgodnie z trescig art. 9 ustawy organami publicznymi
zobowigzanymi do powotania inspektora ochrony danych sa: 1) jednostki sektora
finansow publicznych, 2) instytuty badawcze, 3) Narodowy Bank Polski. Nalezy zatem
uznad, ze polski ustawodawca nie wprowadzit w tej ustawie definicji legalnej pojec
organow i podmiotow publicznych, lecz jedynie doprecyzowat, jakie organy i podmioty
publiczne zostaty zobowiazane do powotania inspektora ochrony danych'®. Nalezy
uznad tak przyjete rozwigzanie za prawidtowe, aby zapewnic, ze podmioty te realizuja
obowiazki wynikajace z przepiséw o ochronie danych osobowych oraz prawidtowo
chronig prawa i wolnos$ci obywateli. Jednak biorac pod uwage najczesciej ograniczone
mozliwosci finansowe i dyscypline finansow publicznych, duzym wyzwaniem moze
by¢ pozyskanie do sprawowania tej funkcji specjalistow z dziedziny ochrony danych
osobowych.

Drugim przypadkiem, gdy powotanie inspektora ochrony danych jest obowigzkowe,
jest sytuacja, gdy dochodzi do 1) regularnego i systematycznego monitorowania

0sob, ktorych dane dotycza, 2) na duza skale, 3) w ramach gtownej dziatalnosci
administratora danych osobowych lub podmiotu przetwarzajacego. Sa

to sformutowania o charakterze niedookreslonym, co z jednej strony moze powodowac
watpliwosci praktyczne w zakresie ich stosowania, jednak z drugiej strony pozwala

na pewna elastycznosé i odpornos¢ na zmieniajace sie warunki przetwarzania danych

osobowych.

Wskazuje sie, ze regularne i systematyczne monitorowanie bedzie miato miejsce
w przypadku statego lub czasowego, cyklicznego Sledzenia lub monitorowania
zachowania o0sdb, ktore jest zorganizowane lub wystepuje zgodnie z okreslonym

' D. Kuznicka-Btaszkowska, Organy samorzqdu gminnego a organ publiczny i podmiot

publiczny w RODO, ,Finanse Komunalne” 2024, nr 4, s. 13.
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systemem?. Przy okreélaniu pojecia duzej skali nalezy bra¢ pod uwage liczbe oséb,
ktérych dane dotycza, zakres przetwarzanych danych osobowych, okres, przez jaki
dane maja by¢ przechowywane, oraz zakres geograficzny przetwarzania danych
osobowych?'. Natomiast gtéwna dziatalnoé¢ administratora danych osobowych

lub podmiotu przetwarzajacego powinna by¢ rozumiana jako dziatalnos¢ podstawowa,
ktora gtownie jest przez niego wykonywana. Moze to dotyczy¢ np. monitoringu
miejskiego lub aplikacji Sledzacych wykorzystywanych przez duza grupe odbiorcow.

Trzecim przypadkiem, gdy powotanie inspektora ochrony danych jest obowigzkowe,
jest sytuacja, w ktdrej gtéwna dziatalno$¢ administratora danych osobowych

lub podmiotu przetwarzajacego polega na przetwarzaniu na duzg skale szczegdlnych
kategorii danych osobowych (tj. danych ujawniajacych pochodzenie rasowe

lub etniczne, poglady polityczne, przekonania religijne lub Swiatopogladowe,
przynaleznosc do zwigzkdéw zawodowych oraz danych genetycznych i biometrycznych
w celu jednoznacznego zidentyfikowania osoby fizycznej lub danych dotyczacych
zdrowia, seksualnosci lub orientacji seksualnej tej osoby) lub danych osobowych
dotyczacych wyrokdw skazujacych i czyndw zabronionych. Moze to miec zastosowanie
np. do szpitali czy tez ubezpieczycieli.

W innych sytuacjach niz wskazane powyzej powotanie inspektora ochrony danych
jest fakultatywne. Oznacza to, ze decyzja co do jego powotania pozostaje po stronie
administratora danych osobowych lub podmiotu przetwarzajacego. Zatrudnienie

w organizacji osoby petnigcej taka funkcje nalezy uznaé za dobra praktyke i dziatanie
niewatpliwie pozadane, utatwiajace spetnienie przez organizacje obowigzkow
wynikajacych z przepiséw o ochronie danych osobowych.

Tak jak byto w przypadku administratora bezpieczenstwa informacji, takze w przypadku
inspektora ochrony danych konieczne jest jego formalne powotanie?. Podmiot,

ktory powotat osobe do petnienia tej funkcji, ma obowigzek zawiadomienia o tym
Prezesa Urzedu Ochrony Danych Osobowych. Powinno to nastapi¢ w terminie 14 dni

20 Wytyczne Grupy Roboczej Art. 29 dotyczace inspektorow ochrony danych (WP 243), wersja

po zmianach z dnia 5 kwietnia 2017 r., s. 9-10, https://ec.europa.eu/newsroom/article29/
items/612048/en (dostep: 15.06.2025).

Ibidem, s. 9-10.

Decyzja PUODO z dnia 18 pazdziernika 2024 r., DKN.5131.7.2024, https://orzeczenia.uodo.
gov.pl (dostep: 26.10.2025).
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od dnia jego wyznaczenia, np. powotania czy zawarcia umowy o prace lub wspétpracy.
Konieczne jest przy tym wskazanie imienia, nazwiska oraz adresu poczty elektronicznej
lub numeru telefonu inspektora ochrony danych oraz danych administratora danych
osobowych albo podmiotu przetwarzajacego. Zawiadomienia wymaga takze kazda
zmiana w/w danych oraz odwotanie danej osoby z tej funkcji. W takiej sytuacji
powinno sie to odby¢ w terminie 14 dni od dnia zaistnienia zmiany. Sporzadzenie
zawiadomienia odbywa sie w postaci elektronicznej. Opatruje sie je kwalifikowanym
podpisem elektronicznym albo podpisem potwierdzonym profilem zaufanym ePUAP.

Niezaleznie od zawiadomienia organu nadzorczego podmiot, ktéry wyznaczyt
inspektora ochrony danych, powinien udostepnic jego dane na swojej stronie
internetowej lub - w przypadku jej braku - w sposéb dostepny w miejscu prowadzenia
dziatalnosci (np. na tablicy ogtoszen)?. Dane inspektora ochrony danych powinny
bowiem by¢ tatwo dostepne dla 0séb, ktdrych dane sa przetwarzane w ramach danej
organizacji, aby mogty sie one z nim bezpoérednio skontaktowac®*.

5. Zadania inspektora ochrony danych

Przepisy RODO w art. 39 okreslaja zadania inspektora ochrony danych. Sa to: 1)
informowanie administratora danych osobowych, podmiotu przetwarzajacego

oraz pracownikéw, ktdrzy przetwarzaja dane osobowe, o obowigzkach spoczywajacych
na nich na mocy przepiséw RODO oraz innych przepisow Unii Europejskiej lub panstw
cztonkowskich o ochronie danych i doradzanie im w tych sprawach, 2) monitorowanie
przestrzegania tych przepiséw oraz polityk administratora danych osobowych

lub podmiotu przetwarzajacego w dziedzinie ochrony danych osobowych, w tym
podziat obowigzkdw, dziatania zwiekszajace Swiadomos¢, szkolenia personelu
uczestniczacego w operacjach przetwarzania danych osobowych oraz powigzane z tym
audyty, 3) udzielanie na zadanie zalecen co do oceny skutkow dla ochrony danych
osobowych oraz monitorowanie jej wykonania zgodnie z art. 35 RODO, 4) wspétpraca

z organem nadzorczym, 5) petnienie funkcji punktu kontaktowego dla organu

23 Czy administrator musi podac imie i nazwisko 10D na stronie internetowej?, https://uodo.gov.

pl/pl/495/2345 (dostep: 16.06.2025).
Czy dane kontaktowe 10D muszg byc tatwo dostepne?, https://uodo.gov.pl/pl/495/2342
(dostep: 16.06.2025).
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nadzorczego w kwestiach zwigzanych z przetwarzaniem danych osobowych, w tym
z uprzednimi konsultacjami, o ktérych mowa w art. 36 RODO oraz, w stosownych
przypadkach, prowadzenie konsultacji we wszelkich innych sprawach.

Administrator danych osobowych moze powierzyc inspektorowi ochrony danych
wykonywanie takze innych zadan, jezeli nie stojg one w sprzecznosci z jego

statusem prawnym. Dopuszcza sie mozliwos¢ udziatu inspektora ochrony danych

przy przygotowaniu dokumentacji wewnetrznej dotyczacej ochrony danych osobowych
w organizacji, takiej jak rejestry przetwarzania danych osobowych lub polityk

ochrony danych. Jednak nalezy mie¢ na uwadze to, ze wdrozenie odpowiedniej
dokumentacji jest obowigzkiem administratora danych osobowych i to on powinien
ponosi¢ odpowiedzialnos¢ za jej tre$¢. Nie jest mozliwe, zeby to inspektor ochrony
danych byt w catosci odpowiedzialny za jej opracowanie i wdrozenie, poniewaz moze
to powodowac konflikt intereséw, o ktérym bedzie mowa ponizej?°.

Podobna rola inspektora ochrony danych widoczna jest w zakresie naruszen
bezpieczenstwa danych osobowych. Przyjmuje sie, ze powinien on monitorowac
proces obstugi naruszen, udzielaé wskazowek dotyczacych prawidtowego reagowania
na naruszenie, doradzac w zakresie przygotowania dokumentacji dotyczacej
naruszenia oraz przekazywac dodatkowe informacje o naruszeniach organowi
nadzorczemu i osobom, ktérych dane dotycza. Nie jest to podmiot, ktdry powinien
zgtaszac naruszenie do organu nadzorczego, zawiadamiac osoby, ktérych dane zostaty
naruszone, czy podejmowac zobowigzania dotyczgce bezpieczenstwa przetwarzania

h?®. S3 to obowiazki ciazace bezposrednio

w imieniu administratora danych osobowyc
na administratorze danych osobowych. W tym zakresie przejawia sie rowniez
wewnetrzno-zewnetrzny charakter funkcji inspektora ochrony danych. Petni on bowiem
wewnetrznie jedynie funkcje doradcze wobec administratora danych osobowych.
Zewnetrzny charakter jego funkcji przejawia sie przede wszystkim w zadaniu bycia
punktem kontaktowym dla organu nadzorczego weryfikujacego dokonane zgtoszenie

naruszenia oraz dla podmiotéw danych, co ma zapewnic¢ ochrone ich praw i wolnosci.

25 7ob. szerzej: Vademecum Inspektora Ochrony Danych, red. M. Kotodziej, Warszawa 2020,

s.16-18.
Poradnik na gruncie RODO. Obowiqgzki administratoréw zwigzane z naruszeniami ochrony
danych osobowych, v. 2, s. 40-41, https://uodo.gov.pl/pl/138/3561 (dostep: 26.10.2025).
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Co istotne, inspektor ochrony danych powinien wypetniaé swoje zadania z nalezytym
uwzglednieniem ryzyka zwigzanego z operacjami przetwarzania, majac na uwadze
charakter, zakres, kontekst i cele przetwarzania. W praktyce oznacza to, ze powinien
ustalic priorytety w swojej pracy i okresli¢ srodki i metody dziatania dostosowane
do specyfiki konkretnego administratora, u ktorego petni te funkcje. Powinien
najbardziej koncentrowac sie na aspektach o najwiekszym ryzyku w zakresie
ochrony danych osobowych i w tym kontekscie przede wszystkim doradzac
administratorowi danych osobowych, jakg metodologie zastosowac przy ocenie
skutkéw dla ochrony danych osobowych, ktére obszary nalezy poddac audytowi
wewnetrznemu lub zewnetrznemu, jakie szkolenia dla pracownikéw przeprowadzic
i na ktore operacje przetwarzania przeznaczyc¢ najwiecej czasu oraz zasobow?’.

Majac na uwadze wyzej wymienione zadania, nalezy wskazac, ze réznia sie

one od zadan natozonych na podstawie wczesniej obowiazujacych przepiséw

na administratora bezpieczenstwa informacji. Inspektor ochrony danych petni funkcje
mieszana, tj. z jednej strony informuje i doradza administratorowi danych osobowych
lub podmiotowi przetwarzajgcemu oraz ich pracownikom, czyli prowadzi dziatania
wewnetrzne na rzecz tych podmiotow. Jednak ma tez obowigzek monitorowac
przestrzeganie przez te podmioty przepiséw o ochronie danych osobowych oraz petnic
funkcje punktu kontaktowego dla podmiotéw danych?, a takze wspétpracowaé

z Prezesem Urzedu Ochrony Danych Osobowych. Petni zatem w pewien sposéb funkcje
nadzorcze oraz zewnetrzne wobec organizacjizg.

Co za tym idzie, inspektor ochrony danych nie jest osobg powotang do wykonywania
w imieniu administratora danych osobowych lub podmiotu przetwarzajacego ich
obowiagzkdw, ale podmiotem doradczym i monitorujgcym wewnetrznie spetnianie
przez nich wymogow dotyczacych ochrony danych osobowych. Jednoczesne
wykonywanie w imieniu administratora danych osobowych lub podmiotu
przetwarzajacego natozonych na nich obowiazkow, jak rowniez monitorowanie

27 Wyrok Naczelnego Sadu Administracyjnego z dnia 7 lutego 2025 r., 11l OSK 6801/21,

LEX nr 3833096; Decyzja PUODO z dnia 21 sierpnia 2020 r., ZS0S$S.421.25.2019, https://
orzeczenia.uodo.gov.pl (dostep: 26.10.2025).

Zob. szerzej: M. Mtotkiewicz, /0D jako punkt kontaktowy, ,ABI EXPERT” 2018, nr 2, s. 20-21.
W. Kupny, Rola inspektora ochrony danych w strukturze organizacji, ,Roczniki Administracji
i Prawa” 2019, nr 19(1), s. 279.
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prawidtowego ich wykonywania moze stanowic konflikt intereséw, bowiem w takiej
sytuacji inspektor ochrony danych monitorowatby swoje wtasne dziatania*’.

W mojej ocenie jest to istotna zmiana w kontekscie statusu prawnego inspektora
ochrony danych w poréwnaniu do poprzednio obowigzujacych przepiséw i statusu
prawnego administratora bezpieczenstwa informacji. Administrator bezpieczenstwa
informacji petnit gtéwnie funkcje wewnetrzne, jako podmiot powotany do pomagania
administratorowi danych osobowych w wypetnianiu natozonych na niego
obowiazkéw w zakresie ochrony danych osobowych®'. Przepisy RODO natozyty

na inspektora ochrony danych réwniez nowe obowigzki, wczesniej nieznane
administratorowi bezpieczenstwa informacji. Dotyczy to w szczegélnosci takich
dziatan jak udzielanie zalecen co do oceny skutkéw dla ochrony danych czy tez
petnienie roli punktu kontaktowego dla organu nadzorczego oraz dla oséb, ktérych
dane dotycza®%.

Osoba petnigca funkcje inspektora ochrony danych moze byc zatrudniona wewnatrz
organizacji, jako jej pracownik, jak rowniez moze petnic te funkcje zewnetrznie.

Co jednak istotne, nalezy wybrac takg forme wspotpracy, ktéra bedzie w najwiekszym
stopniu pozwalad realizowac prawidtowo powierzone mu zadania (art. 37 ust. 6 RODO).
Inspektor ochrony danych moze w organizacji wykonywac inne zadania niz te zwigzane
z ochrona danych osobowych, jednak zadania te i obowigzki nie moga powodowac
konfliktu intereséw®?. Jak wskazat TSUE w wyroku z 9 lutego 2023 roku, konflikt
interesdw w rozumieniu tego przepisu moze istnie¢ w sytuacji, gdy osoba bedaca
inspektorem ochrony danych otrzymuje inne zadania lub obowiazki, ktére prowadza

30 Wyrok TSUE z dnia 9 lutego 2023 r., C-453/21 ws. X-FAB DRESDEN GMBH & CO. v. FC, LEX
nr3483231; Decyzja PUODO z dnia 22 wrzesnia 2020 r., ZWAD.405.31.331.2019, https://
orzeczenia.uodo.gov.pl (dostep: 16.06.2025).

Zob. szerzej: M. Chodorowski, Nowe prawa i obowigzki administratoréw bezpieczenstwa
informacji (inspektorow ochrony danych) w swietle najnowszych opinii wydanych przez Grupe
Roboczg Art. 29 [w:] Ogdlne rozporzgdzenie o ochronie danych osobowych. Wybrane
zagadnienia, red. M. Kawecki, T. Osiej, Warszawa 2017, s. 141-158.

Czy inspektor ochrony danych powinien by¢ wyznaczany na podstawie takich samych
kwalifikacji jak byto to w przypadku administratora bezpieczenstwa informacji?, https://uodo.
gov.pl/pl/497/200 (dostep: 16.06.2025).

Zob. szerzej: G. Sibiga, Opinia prawna - Konflikt interesow w wykonywaniu funkcji inspektora
ochrony danych i jego unikanie. Problemy zaistniate w praktyce i sposoby ich rozwigzania,
Warszawa 2024, https://sabi.org.pl (dostep: 26.10.2025).
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do okreslania przez nig celéw i sposobow przetwarzania danych osobowych

u administratora lub jego podmiotu przetwarzajacego. Jednoczesnie istnienie konfliktu
interesow nalezy ustalac odrebnie w kazdym przypadku, z uwzglednieniem wszystkich
okolicznosci, w tym struktury organizacyjnej administratora danych osobowych

oraz obowiazujacych u niego regulacji wewnetrznych®,

Prezes Urzedu Ochrony Danych Osobowych w niedawno wydanej decyzji stusznie
uznat, ze nie jest mozliwe petnienie tej funkcji przez prezesa zarzadu spétki®®.

Wskazuje sie w praktyce, ze nie jest mozliwe taczenie funkcji inspektora ochrony danych
ze stanowiskami kierowniczymi w danej organizacji (np. dyrektora finansowego,
dyrektora ds. operacyjnych, kierownika dziatu marketingu, kierownika dziatu IT,
kierownika dziatu HR czy tez radcy prawnego) lub innymi stanowiskami, jezeli osoby te
uczestnicza w okreslaniu sposobdw i celéw przetwarzania®.

6. Zasady zwigzane z prawidtowym wykonywaniem funkcji inspektora
ochrony danych

Przepisy RODO wprowadzajg okreslone wymogi zwigzane z zapewnieniem
przez administratorow danych osobowych lub podmioty przetwarzajgce prawidtowego
wykonania funkcji przez inspektora ochrony danych.

Przede wszystkim inspektor ochrony danych powinien by¢ wyznaczany na podstawie
kwalifikacji zawodowych, w szczegélnosci posiadanej wiedzy fachowej na temat
prawa i praktyk w dziedzinie ochrony danych osobowych oraz umiejetnosci realizacji
powierzonych mu zadan (art. 38 ust. 5 RODO). Niezbedny poziom wiedzy fachowej
nalezy ustali¢ w szczegdlnosci w Swietle prowadzonych operacji przetwarzania danych
oraz ochrony, ktérej wymagaja dane osobowe przetwarzane przez administratora
danych osobowych lub podmiot przetwarzajacy (motyw 97 RODO). Co za tym

idzie, osoba petniaca te funkcje powinna posiadac odpowiednie wyksztatcenie

3 Wyrok TSUE z dnia 9 lutego 2023 r., C-453/21 ws. X-FAB DRESDEN GMBH & CO. v. FC, LEX

nr3483231.

Decyzja PUODO z dnia 12 wrzes$nia 2025 r., DKN.5131.7.2025, https://orzeczenia.uodo.gov.pl
(dostep: 26.10.2025).

Wytyczne Grupy Roboczej Art. 29 dotyczace inspektorow ochrony danych (WP 243), s. 17.
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lub wiedze z zakresu ochrony danych osobowych, w tym obowigzujacych przepisow
prawa. Zasadne jest takze, aby taka osoba byta obeznana ze specyfika dziatalnosci
administratora danych osobowych lub podmiotu przetwarzajacego i obowigzujacych
w tym zakresie regulacji prawnych oraz proceséw przetwarzania danych, systemoéw
informatycznych oraz zabezpieczen stosowanych przez te podmioty. W przypadku
podmiotdw i organdw publicznych inspektor ochrony danych powinien réwniez
wykazywac sie znajomoscig procedur administracyjnych oraz zasad funkcjonowania

danego podmiotu®’.

Dzieki prawidtowej realizacji tego obowigzku mozliwe jest spetnienie przez organizacje
obowigzkéw prawnych wynikajacych z przepisow o ochronie danych osobowych.

W mojej ocenie jednak powotanie inspektora ochrony danych jest zasadne wtedy, kiedy
faktycznie znajdzie sie odpowiednig osobe do petnienia takiej funkcji. Powotywanie
0s6b nieposiadajacych wymaganych kompetencji czy tez powotywanie jedynie
formalnie danej osoby, bez faktycznego wykonywania przez nig zadan zwigzanych z ta
funkcja, jest dziataniem nieprawidtowym.

Celem nalezytego wykonania zadan natozonych na inspektora ochrony danych
powinien on by¢ wtaczany we wszystkie sprawy dotyczace ochrony danych osobowych
w organizacji®®. Przy czym przyjmuje sie, ze jest to obowiazek administratora danych
osobowych®. Jedynie wtedy, gdy inspektor ochrony danych bedzie miat odpowiednia
wiedze o wystepujacych w organizacji procesach, bedzie mégt swiadczyé ustugi
doradcze oraz monitorujgce wykonywanie obowigzkéw natozonych na administratora
danych osobowych lub podmiot przetwarzajacy™.

Obowiagzkiem administratora danych osobowych lub podmiotu przetwarzajacego
jest wspieranie inspektora ochrony danych w wypetnianiu przez niego zadan poprzez
zapewnienie niezbednych zasobdw, w tym lokalowych, organizacyjnych, technicznych,

37
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Kto moze, a kto musi wyznaczy¢ 10D?, https://uodo.gov.pl/pl/495/2364 (dostep: 16.06.2025).
Zob. szerzej: E. Bielak-Jomaa, Komentarz do art. 38, [w:] RODO. Ogélne rozporzgdzenie

o ochronie danych. Komentarz, red. D. Lubasz, Warszawa 2018, LEX, t. 2.

Wyrok Wojewddzkiego Sadu Administracyjnego w Warszawie z dnia 17 kwietnia 2024 .,

Il SA/Wa 1342/23, LEX nr 3790155; Wyrok Wojewddzkiego Sagdu Administracyjnego z dnia

4 kwietnia 2024 r., Il SA/Wa 1805/23, LEX nr 3764924,

Wyrok Naczelnego Sadu Administracyjnego z dnia 7 lutego 2025 r., 11l OSK 6801/21, LEX

nr 3833096.
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a takze pozwalajacych na utrzymanie jego fachowej wiedzy, na przyktad poprzez
umozliwienie udziatu w szkoleniach z zakresu danych osobowych czy tez innych form
podnoszenia kwalifikacji zawodowych.

Jednym z najistotniejszych elementow wptywajgcych na status prawny inspektora
ochrony danych jest zapewnienie mu niezaleznosci. Powinien on podlegac
najwyzszemu kierownictwu administratora danych osobowych lub podmiotu
przetwarzajacego i nie otrzymywac instrukcji dotyczacych wykonywania powierzonych
mu zadan (art. 38 ust. 3)*'. Wskazuije sie, ze to jeden z najwazniejszych elementéw
wptywajgcych na prawidtowa realizacje zadan przez inspektora ochrony danych.

Tylko wtedy, gdy bedzie on miat niezalezna, wysoka pozycje w organizacji, bedzie
mogt sprawnie wykonywac swoje obowiazki, w szczegdlnosci podejmowac dziatania
naprawcze w sytuacji naruszenia ochrony danych osobowych®.

Opisana powyzej zasada jest przejawem mieszanego charakteru funkcji wykonywanej
przez inspektora ochrony danych. Nie moze on bowiem otrzymywac instrukgji
dotyczacych wykonywania swoich zadan, a co za tym idzie, nie jest jedynie wykonawca
polecen kierowanych przez administratora danych osobowych, lecz niezaleznym
doradca i podmiotem monitorujgcym prawidtowos$é przetwarzania danych osobowych
w organizacji®.

Niezaleznie od tego powinien on jednak podlegac kontroli administratora danych
osobowych w zakresie realizacji powierzonych mu zadan, w szczegélnosci pod katem
czestotliwosci ich wykonywania, obszaréw, w ktérych podejmowane sie odpowiednie
dziatania, i rezultatéw tych dziatan®*. Nie moze by¢ on jednak odwotany ani karany
przez administratora danych osobowych lub podmiot przetwarzajacy za wypetnianie

1 Zob. szerzej: G. Sibiga, O formalnej i faktycznej niezaleznosci inspektora ochrony danych

oraz jej gwarancjach. Wybrane zagadnienia [w:] Administracja publiczna wobec procesow
zmian w XXl wieku: Ksiega jubileuszowa Profesora Jerzego Korczaka, red. P. Lisowski,

R. Kusiak-Winter, Wroctaw 2024, s. 707-716.

Jakie gwarancje niezaleznosci zostaty przyznane 10D w przepisach RODO?, https://uodo.gov.
pl/pl/495/2407 (dostep: 26.10.2025).

Decyzja PUODO z dnia 18 grudnia 2024 r., DKN.5112.14.2022, https://orzeczenia.uodo.gov.
pl (dostep: 26.10.2025).

Eecyzja PUODO z dnia 2 kwietnia 2025 r., DKN.5110.14.2022, https://orzeczenia.uodo.gov.pl
(dostep: 20.06.2025).
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swoich zadan. Oczywiscie nie prowadzi to do zakazu rozwigzania umowy z taka
osobag, jednak przyczyna tego stanu rzeczy nie powinno by¢ prawidtowe realizowanie
zadan przez inspektora ochrony danych, nawet jezeli nie jest to spdjne z interesami
administratora danych osobowych lub podmiotu przetwarzajacego.

7. Podsumowanie

Status inspektora ochrony danych ewoluowat w czasie. 0d 2015 roku w polskich
przepisach prawa obowigzywata funkcja administratora bezpieczenstwa informacji,
uregulowana w ustawie o ochronie danych osobowych z 1997 roku, ktéra nastepnie
zostata zastgpiona na podstawie przepisow RODO od 2018 roku przez funkcje
inspektora ochrony danych. Osoby petnigce funkcje administratora bezpieczenstwa
informacji staty sie automatycznie, na podstawie przepiséw prawa, inspektorami
ochrony danych w swoich organizacjach. Co istotne, powotanie administratora
bezpieczenstwa informacji byto dobrowolne, natomiast powotanie inspektora ochrony
danych w pewnych sytuacjach jest obowigzkowe. W zwigzku z tym administratorzy
danych osobowych oraz podmioty przetwarzajace w 2018 roku staneli przed
wyzwaniem znalezienia odpowiedniej osoby do petnienia tej funkcji, jezeli byto

to wymagane.

W przepisach RODO znacznie rozszerzono zadania inspektora ochrony danych.
Transformacji ulegt takze jego status prawny pod katem jego roli w organizacji. Podczas
gdy administrator bezpieczenstwa informacji miat za zadanie gtéwnie wykonywanie
obowiagzkdéw w imieniu administratora danych osobowych, inspektor ochrony danych
jedynie doradza i monitoruje przestrzeganie przepiséw dotyczacych ochrony danych
osobowych w organizacji (rola wewnetrzna), a takze stanowi punkt kontaktowy

dla podmiotéw danych oraz dla organu nadzorczego (rola zewnetrzna). W przepisach
RODO uszczegoétowiono kompetencje wymagane na tym stanowisku.

Co istotne, od poczatku istnienia tych funkcji podmioty te miaty mie¢ zapewniona
niezalezno$¢ w realizacji zadan, co obecnie zostato jeszcze szerzej wskazane

w przepisach prawa. Zostato wprost uregulowane, ze osoby te nie moga podlegaé
wigzacym instrukcjom wydawanym przez administratora danych osobowych

lub podmiot przetwarzajacy, nie moga by¢ karane za realizacje swoich zadan, a takze
maja unikad konfliktu interesow. Niewatpliwie rola inspektora ochrony danych
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ma istotne znaczenie dla prawidtowego wypetniania obowigzkéw wynikajacych

z przepiséw o ochronie danych osobowych w organizacji, ale takze ochrony praw
i wolnosci 0s6b, ktdrych dane sg przetwarzane. Moze stanowic réwniez o kulturze
organizacji i jej spotecznej odpowiedzialnosci w kontekscie ochrony prywatnosci,
a takze zapewnienia bezpieczenstwa przetwarzania danych osobowych.
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STRESZCZENIE
Ksztattowanie sie statusu prawnego inspektora ochrony danych w Polsce

W Polsce od 2015 roku obowigzywata funkcja administratora bezpieczenstwa informacji.
Osoba jg petnigca miata okreslone przez przepisy zadania, ktére miaty gtéwnie charakter
realizacji obowigzkdw prawnych w zakresie ochrony danych osobowych cigzacych

na administratorze danych osobowych. Powotanie takiej osoby byto w kazdej sytuacji
fakultatywne, a w przypadku jej niepowotania w organizacji obowiazek realizacji
obowigzkéw prawnych dotyczacych przetwarzania danych osobowych cigzyt bezposrednio
na administratorze danych osobowych.

Wraz z wejsciem w zycie i rozpoczeciem stosowania przepiséw RODO w 2018 roku
uregulowano status i zadania inspektora ochrony danych. Jednocze$nie ustalono,

Ze osoby petnigce dotychczas funkcje administratora bezpieczenstwa informacji stang sie
z mocy prawa inspektorami ochrony danych do okreslonego czasu. Jednoczesnie

pojawit sie w okreslonych przypadkach obowigzek powotania inspektora ochrony danych
w organizacji. Ewolucji i rozszerzeniu ulegty rowniez zadania inspektora ochrony danych,

a takze wynikajacy z tego jego status prawny, ktéry ma obecnie charakter mieszany
wewnetrzno-zewnetrzny. Rolg inspektora ochrony danych jest zaréwno doradzanie

w sprawach dotyczacych proceséw przetwarzania danych osobowych oraz monitorowanie
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przestrzegania przepisdw z tym zwigzanych, jaki i petnienie roli punktu kontaktowego
dla podmiotéw danych oraz organu nadzorczego. Powotanie kompetentnej osoby na tym
stanowisku w organizacji odgrywa istotne znaczenie dla prawidtowego wypetniania
obowigzkéw wynikajacych z przepiséw prawa, ochrony praw i wolnosci 0séb, ktorych
dane dotycza, oraz stanowi przejaw spotecznej odpowiedzialnosci w zakresie ochrony
prywatnosci i bezpieczenstwa przetwarzanych danych osobowych.

SUMMARY
The Development of the Legal Status of the Data Protection Officer in Poland

The position of Information Security Administrator has been in force in Poland since

2015. The role involves specific legal responsibilities, primarily fulfilling the Personal

Data Controller’s legal obligations in the area of personal data protection. Appointing
someone to this role was optional, and if no one was appointed, the obligation to fulfil legal
obligations relating to the processing of personal data rested directly with the Personal
Data Controller.

Following the introduction of the GDPR in 2018, the role and responsibilities of the Data
Protection Officer were formalised. It was also established that individuals who had
previously held the position of Information Security Administrator would automatically
become Data Protection Officers for a specified period. In certain cases, there was also

an obligation to appoint a Data Protection Officer within the organisation. The role of the
Data Protection Officer has evolved and expanded, as has their legal status, which is now
both internal and external. The Data Protection Officer’s role is to advise on matters
relating to the processing of personal data, monitor compliance with relevant regulations
and act as a point of contact for data subjects and the supervisory authority. Appointing
a competent person to this position within an organisation is essential for properly
fulfilling legal obligations and protecting the rights and freedoms of data subjects. It also
demonstrates social responsibility with regard to privacy and the security of personal data
processing.
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